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Disclaimer
This document is the White Paper of the E-Gates project (the “Project”). This 

document is provided by LC Ecosystem Ltd. (“Company”, “we”, “us”, “our”). All 

information provided by the Company is provided for informational purposes only 

and to obtain feedback and discuss our current vision of the Project, which is 

anticipated as an ecosystem of fintech products that combines centralised and 

decentralised tools for managing and storing financial assets, services for 

traditional business and the crypto industry, and includes merchant services, 

PassMe services, GET token (the “Token”), as well as other products and services. 

This document may be revised and changed by the Company at any time without 

prior notice. Nothing in this White Paper creates a legal relationship between the 

recipient of this White Paper (“you”, “your”) and the Company, nor is it legally 

binding for the Company or any other person.


This Disclaimer applies to any statements, announcements and communications 

made by the Company, as well as to any other information communicated to you by 

or on behalf of the Company or in relation to the Project or this White Paper 

(collectively, the “Communications”). Please read this Disclaimer carefully before 

using, referencing or relying on any information contained in this White Paper or any 

of our Communications.

Information provided in this White Paper and Communications

This White Paper and any Communications are provided for informational and 

educational purposes only and should not be relied upon in whole or in part in 

making any decision. We do not warrant, and make no representation, express or 

implied, that any information contained in this White Paper or the Communications 

is true, complete, timely, reliable, accurate, sufficient, non-infringing, or fit for a 

particular purpose, and we do not undertake to update or amend such information. 

We are not responsible for the accuracy or completeness of information provided in 
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this White Paper or Communications; therefore, any use of such information is at 

your sole discretion and risk, and you are solely responsible for any potential loss or 

damage arising from such use. You should always carry out your own independent 

research and thorough analysis.


This White Paper and Communications may also contain links to third party data 

and industry publications. While we believe such data to be accurate and 

reasonable, there is no guarantee as to the accuracy or comprehensiveness of such 

data. We have not independently verified any data from third party sources 

referenced in this document and have not confirmed the underlying assumptions on 

which such sources are based. Any reference to such third party data and industry 

publications does not imply that we endorse them. We cannot and do not guarantee 

the accuracy of the statements or conclusions made in this White Paper or the 

Communications.

Forward-Looking Statements

This White Paper and our Communications may contain projections and forecasts 

based on current expectations, which include risks and uncertainties. All opinions, 

forecasts, estimates, future plans or other statements other than statements of 

historical facts are forward-looking statements. Any development plans and 

forecasts, business forecasts, future functionality and projected performance of the 

Company or Project, as well as its prospects and the future prospects of any 

industry are forward-looking statements.


Forward-looking statements, by their nature, relate to matters that are uncertain or 

unknown to varying degrees. We cannot guarantee that any forward-looking 

statements will prove correct. Actual events, results or outcomes may differ 

substantially from a forward-looking statement and you should not rely on any such 

forward-looking statement. These risks and uncertainties include the impact of 

economic, competitive, technical and other factors affecting the Project, including 

the Token, the Company or its activities, including, but not limited to, the following: 

the development of science and technology, the development of the industry in 
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which the Company acts in a competitive environment, regulatory uncertainty and  

government action, introduction of new rules and laws, market changes, Project 

implementation, other business and market conditions.

Lack of Recommendations

No part of this White Paper or Communications shall be construed as business, 

legal, financial, investment, tax or brokerage advice on any matter to which all or 

any such information relates. You should consult your legal, financial, tax or other 

professional advisors regarding any such information.

Risk Disclosure

To the extent possible under applicable law and regulation, under no circumstances 

shall the Company, its employees, directors, shareholders, officers, consultants, 

representatives, agents, contractors, and partners be liable or held liable in 

connection with any direct, indirect, special, punitive, sanctioned, incidental or 

consequential losses or damages of any kind, and shall not be liable for any 

damages to goodwill, lost profits (including expected profits), loss of data, 

diminution in value, or business interruption arising out of this White Paper or the 

Communications or in connection with them, any use or reliance on them, the risks 

and risk factors set forth in the Risk Disclosures Statement at the end of this White 

Paper, and any inaccuracies or omissions in this White Paper or the 

Communications whether based on a breach of warranty or contract, negligence, 

liability, tort or any other legal theory, whether or not we have been advised of the 

possible possibility of such damage or loss.
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Introduction
The cryptocurrency market is developing rapidly: capitalization is growing, the price 

of the pioneer bitcoin and the number of new technological projects is growing. 

Since 2014, a large number of promising projects have been created that have 

brought many interesting solutions to the cryptocurrency community and business 

in general. Every year we hear about new business giants and even entire countries 

that have integrated cryptocurrency into their ecosystem. The example of El 

Salvador shows the readiness of state structures to integrate cryptocurrency as a 

means of payment, and private business, regardless of size, has already begun 

integration. Blockchain technology really brings a lot of opportunities to speed up 

and automate many processes for an existing business, and is also a valuable asset 

in terms of investment.


It is important to note that such rates of market development are only one side of 

the coin, because there is also the other side. The popularization of the 

cryptocurrency market and blockchain technologies attracts a huge number of 

investors and users, and the imperfection of the legal framework and the lack of 

regulation make this investment option a very risky business. Even today, we see a 

lot of bankruptcies, inorganic downfalls and project closures. The situation with 

Terra LUNA, USDN from Waves and, of course, the largest bankruptcy in the history 

of the crypto market - FTX Exchange shows how young the market is and how 

poorly protected.


Of course, such a pace of development of cryptocurrency as a market and sad 

cases attract the attention of regulators to protect users and citizens of their 

countries. The attention of the regulator means not only an assessment of the 

behavior of projects, but also the integration of the market into the existing financial 

system, followed by the development of new regulatory legislation for the industry. 

Only at the moment, we see a large number of cases where the regulator makes 

tough decisions regarding large market projects: a fine of the Kraken exchange for 

$30 million for improperly organized work with users from countries on the 
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sanctions list; a fine for violating the policy of working with staking , as an analogue 

of the bank deposit system, and this is just the beginning. We also see a level of 

control over the FTX Exchange case, where the regulator puts a lot of effort into 

bringing the project to bankruptcy liability. There are even comments from SEC 

representatives about their view of cryptocurrencies. Statements about BUSD and 

the shadow that fell on Paxos after that, as well as the opinion about Bitcoin as the 

only cryptocurrency that cannot be a security, of course, determine the vector of 

the direction of regulation taken by the SEC. Of course, this is just the opinion of 

high-ranking representatives of one of the main financial regulators, but practice 

shows that the trend has already been outlined.


All this means the complication of business processes of blockchain companies due 

to additional requirements for projects and bringing them to the standardization of 

processes, including the tightening of policies for working with users. At the same 

time, the salaries of employees who have blockchain expertise or understanding of 

the market are growing every year and are on average 30-50% higher than the 

market, are a consequence of the youth of the market. The current number of 

competent specialists is not able to meet the growing demand of the industry. The 

complex process of finding employees slows down the development of the industry 

and leads to the complication of the process of launching projects. Even the most 

interesting and necessary solutions can be broken by business processes or 

regulator requirements.

8 / 53 Introduction Gates Ecosystem



Popular Services

Let's look at the necessary web 3.0 business solutions based on the basic 

principles of regulatory oversight.
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This is only a small part of the complex aspects that projects face in modern 

realities, although just a couple of years ago there were no such nuances. This 

forces projects to seriously change, rebuild their processes, which ultimately hits 

development and their budget. Compliance with all rules, policies and processes 

requires specialists and professionals, because their safety depends on it.

Summary

Based on market trends, namely the growing regulation, the lack of industry 

specialists, we see great challenges ahead for start-up projects in the blockchain 

world, which are already becoming a reality. Only large infrastructure projects can 

afford to assemble a competent team for a full-fledged launch and development of 

a product.


As a result of the current market conditions, companies are forced to use many 

external disparate services. This directly, negatively affects the cost and quality of 

products and services, the efficiency of processes, overloads the team and 

significantly complicates the onboarding process . The emergence of a universal 

service that covers all the needs of projects is an obvious step in the development 

of the industry.
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 Market Overview

These are the basic criteria that many companies use before integration, but often 

in practice the administrative resource does not allow a complete analysis. There 

can be several resources on the integration, complicating the communication 

process and forcing projects to pay less attention to minor details that, at the end of 

the integration, and sometimes already in the process of work, can turn out to be 

Often, when choosing a service provider, projects make an analysis of services 

based primarily on the requirements of the legislation and the regulator in relation to 

these services. It is important to note that the breadth of their service spectrum 

also plays an important role. For analysis, many evaluation criteria are usually taken 

into account, for example:
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Properly built compliance 
process and transparent 
terms of cooperation.

The width of the range of 
services - its lack for the 
project can often become a 
point of failure.

Compliance with the policies 
and regulations of the 
regulator - these can be GDPR, 
ISO, PCI DSS and other 
important standards.

The cost of services is always 
an important factor, especially 
for projects of medium and 
small businesses.

Availability of required 
certificates and licenses.

Experienced and public team 
of professionals – the team is 
of great importance when 
choosing services, because 
it’s nice to understand who 
you work with.

Jurisdiction of the project - 
many projects operate outside 
the European jurisdiction, 
which is often very important 
for projects that are registered 
in this sector.



critical. Disabling the service in this case, of course, is easy, but the time spent 

cannot be returned.


The project team did not just conduct research , but traveled the path, working with 

different types of projects, accumulating and combining their experience in 

products from different market segments. We have identified 3 key process 

segments that are most often required by blockchain projects or projects that want 

to enter this world: cryptocurrency, verification and fiat systems.

1.1. Crypto Systems

The global payment gateway market size was estimated at $65.37 billion in 2022, 

$74.79 billion in 2023 and is projected to grow at a CAGR of 15.78% to reach $211.18 

billion by 2030 year. (1) Evaluating cryptocurrency systems, we can distinguish a 

number of groups into which they are divided:
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Cryptomerchants are systems for depositing and withdrawing 

cryptocurrencies. Such services are usually specialized and provide really good 

services in terms of cryptocurrency processing, however, the range of services 

leaves much to be desired, basically it all comes down to I/O and processing;


Blockchain services are services for integrating specialized services to build 

their systems. For example, exchanges, node systems and similar structures 

that are usually focused on specific services such as trading. Node services and 

cryptocurrency processing are secondary and often less developed, but have a 

wider range of ecosystem services, such as subaccounting , merchant and 

submerchant services, referral programs, etc .;


Decentralized systems - products that allow you to perform operations in a 

non-custodial way, such systems close the issue of secure storage and 

processing of assets without the need for verification or transfer of assets for 

temporary use.



Dec. _ Services

Medium

BVI/Seychelles 

Not custodial

Weak

Contract audits

Absent

Not public

Often not needed

Blockchain-services

High

The whole world

Custodial

High

Not required

Average

Public

Not always required

Cost of services

Jurisdiction

Cryptomerchants

0.4-10%

Europe

Custodial

Medium

Not required

Fast

Public

Wanted

Storage type

Level of regulation

Certification

Onboarding

Team

Licensing

The purpose of Table 1 is to visualize the main points of interaction during 

integration and show that projects have a clear focus for the most part, and the 

breadth of the range of services is often paid for by large commissions. As a result, 

services that offer a node solution do not cover the entire need for replenishment 

processing and are often not always in a regulated plane. If we look at 

cryptocurrency processing services, we also observe that not all of them meet the 

requirements of companies. Most often, such services are themselves 

intermediaries or just similar services, and therefore the prices for such a solution 

can be excessively high, especially if you start from scratch.

Table 1. Analysis of cryptocurrency system services.

1.2. Verification Systems

The verification services market from 2017 to 2022 showed growth of more than 

250%, increasing from 150 to more than 400 million dollars. According to forecasts, 

by 2028 it will increase by another 321% - up to 1.374 billion dollars. The 

capitalization of companies that operate in the verification segment is several tens 

of billions of dollars. After analyzing a number of significant companies in this 
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segment, we saw a trend in the growth of the staff, as well as the opening of new 

offices in other countries. This confirms the increasing demand for services and the 

need for market participants to scale. (2.3)


The complexity of the verification system makes this market difficult to compete, 

since the standards for such systems are extremely high, and this is due to the fact 

that these systems are used in financial institutions, including the banking sector. 

Verification services are divided into 5 main groups according to the type of 

verification:
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Each type of verification is determined by the task for which it is performed, and the 

type of verification brings the necessary result based on the algorithm embedded in 

it. This explains why neural networks and systems built on them are gaining 

popularity, as it allows you to automate data analysis processes and train the 

system on its mistakes. The legal component of such services is impeccable, but 

the cost of services is extremely high due to the manufacturability of the process 

and the many requirements for it. There is a huge difficulty in passing compliance to 

work with such companies, because they are not adapted to work with 

cryptocurrencies, but are more aimed at the banking sector and the provision of 

private services to medium and large businesses.

1.3. Fiat Systems

After the advent of cryptocurrencies, the need for payment instruments has greatly 

increased, because an ordinary user needs to somehow buy it for fiat to enter the 

world of cryptocurrencies . Since banks do not provide this option, the market has 

begun to invent new systems for buying fiat . This is how payment services 

appeared that allow processing cryptocurrency and fiat , including exchange, 

replenishment and withdrawal to cryptocurrency exchanges, integration for 

participating in various activities. This created a division in fiat systems into 2 types:
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Payment Gateway

0.5-2%

45-60 days

High

PCI DSS

Wider

EMI

Payment system

3-6%Cost of services

10-20 daysIntegration speed

Medium

not required

limited

License required

Complexity of integration

Certification

List of currencies

Licensing

More often Europethe whole worldJurisdiction

narrowwideRange of services

unlimitedsix months to a yearDuration of cooperation

Table 2. Comparison of fiat structures

Table 2 reflects the regularity of the cost of services from the adaptability of the 

service to the cryptocurrency market. It would seem that the lower the commission, 

the better, which means correctly integrating the gateway, however, in practice, the 

complexity of compliance with the gateway is so high that it may be impossible for 

a cryptocurrency project to pass it. At the same time, cooperation with payment 

systems can be extremely expensive for users, and most often partnerships with 

such services are short-term .


This area for cryptocurrency is very dual: on the one hand , services with non-

standard schemes provide more flexible interest rates and have simplified 

compliance, but at the same time they have obvious holes in the legal spectrum and 

are not suitable for responsible business. On the other hand, companies with well-

established legal processes often make unrealistic demands for young projects and 

have exorbitant commissions. In the absence of a complete understanding of 

market regulation trends, in an effort to protect themselves as much as possible, 

16 / 53 Market Overview Gates Ecosystem



they put forward such compliance requirements that complicate the already difficult  

project onboarding . The problems of the two groups have an understandable root: 

the first, mainly come from the cryptocurrency world, with no experience in the 

financial sector, and the second, on the contrary, from the world of big business, 

who do not know the specifics of working in the cryptocurrency world.


There are also mixed systems — sites that combine a number of services from 

different segments, but often the premium for the expanded spectrum is so high 

that they are simply not used. This is especially common in fiat services, where 

cryptocurrency processing is available, its exchange for fiat and vice versa.

1.4. Summary

After analyzing these services, we see that today the vast majority are not ready to 

work with a regulated cryptocurrency. The fact of the lack of a service ready to 

provide a full range of services is also clearly expressed . This creates great 

obstacles for projects and users, because in fact it leads to the need to come up 

with complex interactions of many services. Far from always, such projects manage 

to create the right legal structure, which leads to disastrous consequences for 

everyone. One example of this can also be fiat processing , which uses its built-in 

user verification service to process payments. At the same time, it is not available 

for use by third parties, which forces users to undergo KYC many times, providing a 

huge amount of documents and often leads to refusal to use.


On the other hand, trying to build all these processes on your own requires not only 

huge expenses and experience, but also obtaining a large number of licenses. If we 

take into account all the requirements for building an entire ecosystem, then this 

may entail such significant changes in the whole idea, product or service as a 

whole, in which their implementation may lose all meaning.

17 / 53 Market Overview Gates Ecosystem



2. E-Gates Solutions

The main idea of the project was formed by the need of the global financial market 

for solutions that allow integrating into the blockchain industry with minimal effort, 

but at the same time complying with regulatory requirements and standards.


In the world of crypto assets and the specifics of their introduction into our lives, 

two questions are globally raised: the first is the regulation of cryptocurrencies in 

general and the ability to protect consumers and companies. Regulatory processes 

around the world are gaining momentum, and the only question is when we will 

eventually come to 100% regulation. The second question is mass adoption and 

ways to accelerate it at all levels. Mass adoption will increase the convenience and 

availability of cryptocurrencies for daily transactions (the more people use 

cryptocurrencies, the more merchants will begin to accept them as payment).


Also, with the increase in the number of users and companies in the crypto market , 

the demand for new products and services will grow, and this, in turn, will lead to 

increased competition and innovation in the industry.


In addition, we are talking about the global availability of assets: cryptocurrencies 

can be used anywhere in the world if there is an Internet connection. This makes 

them a more affordable alternative to traditional payment systems that may not be 

available in certain countries or regions.


Today, the pioneers in WEB3 provide themselves with rapid business growth. 

Companies that operate with cryptocurrencies are many steps ahead, while others 

are lagging behind, losing profits. Our ecosystem products can make it easier for 

those who have not had time to adapt to enter the digital asset market and help 

scale their opportunities.
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2.1. Payment Gateway

2.1.1. Crypto Problematic

The importance of the payment system in the world simply cannot be 

overestimated. In all sectors and market segments in our time, there is no business 

that could develop freely with the absence of cashless payments. “With the advent 

of cryptocurrencies, the world has changed forever,” many will say, but regulators 

and projects that have already encountered the processing and processing of 

cryptocurrencies will not agree with this. Crypto payments are the same type of 

non-cash payments as bank transfers and have a more developed and optimized 

structure in terms of technology. The more the blockchain industry develops, the 

more companies begin to look at the possibility of supporting crypto payments and, 

of course, unknowingly face many problems.
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Self-management of the 
process can lead to losses;

Misunderstanding of the industry 
leads to even greater losses;

Even market leaders have huge 
risks in asset management;

Very few stable solutions 
on the market;



2.1.2. Fiat Problematic
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The final price for services in 
most cases is unknown;

High requirements for the 
development of policies and 
rules of use;

Processing requirements 
are constantly growing;

Donstant mark-ups of 
services for services;

Unstable regulations.



2.1.3. Necessary Solution
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High demand for the 
processing of fiat currencies in 
the crypto market;

Unstable commission 
policy;

Different compliance for 
different currencies;

The complexity of policies 
and rules of use;

Lack of legally well-constructed 
solutions;

There is no clear end 
indicator of consumption;

Lack of a unified and 
understandable system;

Lack of understanding of the 
crypto market fiat installations.
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2.1.4. E-Gates Technology
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Processing of the top 100 
cryptocurrencies in the 
world;

An expanded list of fiat 
processing and payment 
services;

KYT verification is the 
default service;

Clear final cost of 
services;

A legally correct solution;
A single point of 
integration for projects;
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Availability of own 
solutions for the storage of 
assets;

Having your own system 
of nodes ;

Sub-account 
management system ;

Understandable scaling logic;

Convenient 
compliance;

European standards and 
legislation;

European certification for 
integrated solutions



AML procedure is the most important requirement of regulators for user verification 

on a project. Each project must have a clear idea of who performs financial 

transactions on its service. This process allows you to avoid the registration of 

fraudsters and reduce the number of illegal transactions through the service, and if 

such actions have been committed, then the information received is sent to the 

representatives of the law, subject to all the requirements of the law. This has been 

embodied in the form of KYC (know-your-customer) as a verification system for 

individuals and KYB (know-your-business) as a verification system for legal entities. 

In the case of KYB, the verification process, even in automated services, is manual 

or semi-manual due to the need to check registries, the reputation of the project, 

and much more. More importantly, everyone has their own requirements for 

partners, although they are mostly standardized. As part of KYB, you still need to 

follow the KYC procedure, since you need to know who exactly represents the 

company to work on the project, and whether this person is an authorized person 

for such actions. This is why the KYC verification process is so important today.

2.2. PassMe Service
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2.2.1. Manual Verification Model
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2.2.1 Automatic Verification Model

✓

✓
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2.2.3. Summary

2.2.4. Solution

Choose PassMe Plan
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2.3.1. User points

A blockchain bridge allows you to transfer a crypto asset in the form of a token, 

cryptocurrency or NFT from one blockchain network to another. This embodies the 

name "Bridge" - a bridge between two unrelated networks. With fiat currency, 

individuals and businesses have many established modes of exchange that create a 

globally accessible and interoperable financial payment system. These systems 

include financial institutions, banks, and credit cards that process foreign exchange. 

A similar purpose in the world of blockchain is the cross-chain bridge (4) .

2.3. ChainGates Bridge
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Transfer of their money under the control of a centralized system.

High fees for deposit and 
withdrawal;

The processing time of 
the withdrawal itself by 
the exchange;

Waiting time for KYC processing;

There is no stable 
verification system;



2.3.2. Solution points
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2.3.3. Project points
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2.3.4. Regulator points

Market demand for bridges:
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Bridge Risks:



2.3.4. Solution
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A cryptocurrency wallet is a tool for interacting with cryptocurrencies on the 

blockchain . With it, you can create or manage addresses for storing and 

transferring digital assets. In essence, it is an application with an interface and 

various functions for managing an address with crypto assets stored in it. There are 

two types of wallets - custodial and non-custodial. A custodial wallet is an 

application for storing and transferring cryptocurrencies, the peculiarity of which is 

that its operator (custodian) manages users' addresses or has access to their 

private keys. In addition, custodian clients must undergo a KYC identity verification 

process. A non-custodial cryptocurrency wallet retains the creator of the address in 

2.4. E-Gates Wallet
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full control of their funds, since it does not 

transfer their private keys to anyone. Such an 

application cannot freeze or manage user 

funds, but it is not responsible for their safety.


As it became clear from the many cases 

described in other sections, the security of 

storing cryptocurrency in the blockchain world 

is a key aspect that should not be neglected. 

The FTX case showed that it is 100% 

impossible to trust the storage of 

cryptocurrency exchanges and centralized 

projects in 

general, since such projects carry the risk of bankruptcy or even unreasonable 

closure. At the same time, the funds in such projects are not protected by deposit 

guarantee funds according to the banking system principles , which in the end can 

lead to a complete loss of money. That is why it is so important to be able to store 

assets in cold wallets or in non-custodial wallets. This principle of storing 

cryptocurrency allows you to really be the owner of your cryptocurrency, avoiding 

the risk of a collapse of the project. The non-custodial type of storage implies that 

the storage resource is only a management shell and, even if the project is closed, 

having a private key or seed phrase, you can access your assets. The importance of 

such solutions in the market cannot be overestimated, because in fact it is the 

safety of your assets and healthy sleep at night. ChainGates solution Wallet allows 

you to store many assets of different networks in one wallet, while having full 

access to your assets without outside influence on your assets of the project 

owners. However, the quality of the solution plays a big role in such projects, as 

does the breadth of the spectrum of use. That is why, in addition to Bridge, the 

ChainGates project created its Wallet solution of a non-custodial type, as an 

addition to the overall infrastructure with maximum compatibility with its 

decentralized products and part of the overall ecosystem.
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2.5. Gates Ecosystem token

The token is inherently a separate tool integrated into the platform that allows you 

to use services more efficiently, taking into account the success of the project and 

market dynamics. Tokenomics is shaped based on the needs and capabilities of the 

project as a whole by the E-Gates project , which allows you to create a unique 

brand-independent tool with limitless possibilities in terms of use. The logic of the 

token embodies its integration as a service tool with various types of services.


GET (Gates Ecosystem Token) is a solution that goes beyond the design token and 

allows it to be integrated into any infrastructure solution. For example, in addition to 

using it in the ChainGates product system , the token is integrated into the E-Gates 

ecosystem as a marketing tool to attract the community, and its service function is 

also used. The possibilities of using the token are endless, however, consider the 

basic areas of application of the token:
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acts as a payment instrument 
within the E-Gates ecosystem 
and provides an opportunity to 
be used to purchase basic and 
unique services;

integration into future 
ChainGates products, such as 
Vesting System, Locker System 
with the ability to pay for 
services;

access to the unique 
features of the ChainGates 
platform;

payment of Bridge 
ChainGates commission at a 
tangible discount;

various discounts from 
E-Gates when 
purchasing services;

the opportunity to 
become part of a large 
community;



 Project Improvement Stages
The world is developing every day and progress does not stand still. There are new 

interesting technologies that can optimize the work of many companies or offer 

better conditions for existing solutions. Competition and the difficulty of entering 

the market for start-up projects may not allow themselves to show themselves. 

Even the most interesting and necessary solution can remain misunderstood and 

underestimated. And a project with an ordinary solution, but with great experience 

in marketing - “shoot”.


That is why E-Gates is so important, because the system, which has already been 

connected by many companies, allows you to offer services to your customer base 

with a much higher conversion rate due to the quality of the services provided and 

a single point of integration. The vector of development of E-Gates-infrastructure is 

aimed at expanding the range of services and technologies for its customers, 

increasing the partner base, as well as improving the quality of services provided.

These and many other options are available to token holders, which allows them to 

get the required range of services and use it to the maximum. Project tokenization 

is a well-established concept, but ChainGates built the unified element as a 

personal service token.
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the opportunity to participate 
in E-Gates draws;

strong marketing tool for 
partners;

PassMe services at a significant discount.



3.1. Ecosystem

The development of the project ecosystem is aimed at obtaining licenses and 

certifications in various jurisdictions, expanding the partner market with the further 

possibility of simplifying the process of entering new markets and regions.  

It includes:

The most important factor in the success of the E- gates ecosystem is the fact that 

the project is an aggregator platform for financial products at the intersection of 

web 2.0 and web 3.0 technologies. This means that absolutely any quality product 

in this industry can become part of the E- gates ecosystem and take full advantage 

of it.
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3.2. Roadmap
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PassMe E-Gates 
Gateway

E-Gates  
Wallet

Gates Blockchain 
Network

ChainGates 
Exchange

 ChainGates 
Vesting

E-Gates  
App Wallet

 ChainGates 
Bridge



Conclusion
The complexity and dynamics of the market requires solutions that will allow 

developing, scaling and optimizing processes that are in limbo in the current 

realities of the world. Stability and resilience in the blockchain world has come to 

mean much more than hype. The need for projects in business-optimizing solutions 

is increasing and there is an urgent need for a single infrastructure solution that 

allows accelerating integration processes without the need to increase the 

administrative apparatus of the company. E-Gates is a fintech solution with the 

ability to accumulate and integrate products into its ecosystem, allowing you to 

create a single payment and integration entry point. By partnering with start-up 

projects like PassMe and ChainGates , the E-Gates project has created an 

ecosystem in which it acts as a seller of services and, using its payment module, 

simplifies integration processes. This structure allows you to save project resources 

for integration by optimizing the payment system and creating a single point of 

communication.


E-Gates is an aggregator of decentralized and centralized solutions to speed up 

and simplify entry into the digital asset market for companies and users. A single 

ecosystem of fintech products works for business growth and efficiency. We have 

created and successfully integrated with API a wide range of financial solutions that 

allow you to take full advantage of the centralized and decentralized systems.


Acting as a project accelerator, E-Gates creates conditions for the development of 

the technological base and product solutions that the market needs, but at the 

same time, the independent development of which in the current conditions is 

doubtful. Due to the correct distribution of responsibilities, projects can focus 

directly on development, and delegate the development and sales of services to 

professionals.


Our main goal is to make it easier for companies and users to enter the blockchain 

technology market.


Our most important task is to create a universal Digital Bank that will unite the 

progressive world community around useful and convenient fintech products.
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E-gates - fintech solution provider

Risk Disclosure Statement

Risk of Loss

Risk of Insufficient Interest in the Project

You should carefully consider and evaluate each of the following risk factors before 

using or relying on any information provided in this Whitepaper or Communications 

or obtaining, holding, using, or disposing of the Token. All risks and risk factors 

outlined in this Risk Disclosure Statement shall be assumed, taken and accepted by 

you without any limitations or conditions.

Do not purchase, hold or use the Tokens unless you are prepared to lose the entire 

amount of funds and/or assets that you use in the respective transaction. 

Furthermore, Tokens should not be acquired for speculative or investment purposes 

with the expectation of making a profit or immediate resale. The value and/or price 

of the Tokens and other virtual assets may change dramatically, and may 

substantially drop in a short time. No promises of future performance or value are or 

will be made with respect to the Tokens, including no promise of continuing 

payments, no promise of inherent value and no guarantee that Tokens will hold any 

particular value.

It is possible that the Project, including the Token, will not be used by a significant 

number of people, companies, and other entities, or that there will be limited public 

interest in the Project and related products. Such a lack of use or interest could 

negatively impact the development of the Project and the potential utility of the 

Tokens, including their utility and potential uses within the Project.
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Legal Uncertainty

The Company is in the process of undertaking a legal and regulatory analysis of the 

Project and functionality of the Token. Following the conclusion of this analysis, the 

Company may decide to amend the intended Project elements, including the 

functionality of the Token, in order to ensure compliance with any legal or 

regulatory requirements which it is subject to. In the event that the Company 

decides to amend the intended Project features, including functionality of the 

Tokens, the Company will be under no obligation to give any notice to you or 

otherwise update the relevant contents of this Whitepaper.


The Project, including the Tokens, could be impacted by regulatory action or 

introduction of new laws and regulations, including potential restrictions on the use, 

access, ownership, or possession. Regulators or other circumstances may demand 

the mechanics and characteristics of the Project, including the Tokens, to be 

altered, either in whole or in part. The Company may revise the Project, including 

the Tokens, features, functionality, and mechanics to comply with regulatory 

requirements or other governmental or business obligations, or for other purposes.


Our intended activities may be subject to various laws and regulations in the 

jurisdiction or jurisdictions where we operate or intend to operate. We might be 

obliged to obtain different licences or other permissive documents in each 

jurisdiction where we intend to operate our business, therefore, our business in 

such jurisdictions shall always be subject to obtaining such licences or permissive 

documents, if so directed by applicable laws. There is a risk that certain activities 

may be deemed a violation of any such law or regulation. Penalties for any such 

potential violation would be unknown. Additionally, changes in applicable laws or 

regulations or evolving interpretations of existing law could, in certain 

circumstances, result in increased compliance costs or capital expenditures, which 

could affect the Project, the Company’s ability to carry on the business model, and 

the Token model proposed in this Whitepaper. 
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Taxation Risks 

The tax status of the Tokens is uncertain and highly depends on the laws and 

regulations of the respective jurisdiction where the parties of a particular 

transaction are deemed tax residents. You must seek your own tax advice in 

connection with transactions involving the Tokens or any transactions contemplated 

herein, which may result in adverse tax consequences to you, including withholding 

taxes, income taxes and tax reporting requirements.

Risk of Theft

The Company intends to make commercially reasonable efforts to ensure that all of 

the assets involved with the Project are properly protected and remain safe. 

Nevertheless, there is no assurance that there will be no theft of the virtual assets 

or other assets as a result of hacker attacks, sophisticated cyber-attacks, phishing 

attacks, other third-party interruptions, distributed denials of service or errors, 

vulnerabilities or defects in software or smart contract(s) used in connection with 

the Project, underlying blockchain networks, third-party scams or fraud, or 

otherwise. Such events may include, for example, flaws in programming or source 

code leading to exploitation or abuse thereof. Such events may result in partial or 

complete loss of the assets controlled or owned by the Company, or assets related 

to the Project, which may lead to the Tokens significantly dropping in price or losing 

their value at all, and/or closure of our business.
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Technological Risks 

An open-source development comes with risks related to hacking and cyber-

attacks that can cause a negative impact. To mitigate those risks, the Company and 

its affiliates are allocating reasonable resources to perform security checks and 

technical audits to ensure the safety of the Project. Also blockchain development is 

a relatively new technology and there will be a challenge requiring human resources 

with this specific knowledge. Nevertheless, there is no guarantee that the Project 

will be secure, error-free, reliable, available at any time, work as expected, or fit for 

a particular purpose. Malfunctions or errors in the Project underlying technology 

may have a material adverse effect on the Company and its business.


Moreover, advances in cryptography, or technical advances such as the 

development of quantum computing, etc., could present risks to the Token and 

related blockchain software by rendering ineffective the cryptographic consensus 

mechanism that underpins the blockchains. The smart-contract concept, the 

underlying software application and blockchains are still in an early development 

stage and unproven. Although it is unlikely, a blockchain can be attacked which may 

result in downtime, consensus split, long reorganisation of the chain, 51% attack or 

other adverse outcomes each of which may lead to complete loss of the Tokens.


The underlying logic of the software, blockchain networks, as well as smart-

contracts may be flawed, defective, or impaired, which can result in the software 

operating incorrectly or not as expected, or transactions being executed in violation 

of logic which underpins such software, which can lead to partial or complete loss 

of the Tokens or other adverse outcomes. The Tokens normally rely on various 

open-source software, which is autonomous or operated by third parties, which 

means that: (i) certain operation and functionality features of the Tokens and their 

underlying networks may be outside of the our control; and (ii) such software 

protocols may be subject to sudden, unexpected, controversial or other changes 

(forks), that might have a significant impact on the availability, usability, or value of 

the Tokens.
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Risks Associated with the Development and Maintenance of 
the Project

The Project is still under development and may undergo significant changes over 

time. Although the Company intends for the Project to follow the specifications set 

forth in this Whitepaper, and intends to take commercially reasonable steps toward 

those ends, certain changes, including material ones, might be made to the 

specifications of the Project for any number of legitimate reasons. This could create 

the risk that the Project, as further developed and maintained, may not meet your 

expectations, or not be in line with this Whitepaper. The Company, as well as its 

affiliates, shall always reserve the right to pivot the Project (as well as any part of 

the Project) and to make changes to the business model as they see fit. 

Furthermore, despite our good faith efforts to develop and maintain the Project, it is 

still possible that the Project will experience malfunctions, unplanned interruptions 

in its network or services, hardware or software defects, security breaches or 

otherwise fail to be adequately developed or maintained, which may negatively 

affect the Project and the potential utility of the Tokens.

Risk of Project Failure

There is no guarantee that the Project or Token will gain sufficient market adoption 

or support. There is also no guarantee that the Project will be successful at any time 

in the future.
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Unanticipated Risks Arising from the Tokens

Cryptographic blockchain tokens such as the Token constitute a relatively new and 

dynamic technology. In addition to the risks included in the above, there are other 

risks associated with the purchase, holding and use of the Tokens, including those 

that the Company and you cannot anticipate. Furthermore, the Token will unlikely 

have any uses outside the Project and the Company will not support or otherwise 

facilitate any secondary trading or external valuation of the Token.


There is no guarantee that there is or will be an active market to buy or sell the 

Tokens. There is no assurance with respect to the price of the Tokens and the 

degree of liquidity regarding the Tokens. There may be no liquidity or market for the 

Tokens at all and it is possible that the Tokens will become useless or abandoned.

Risk of Alternative, Unofficial Projects 

Following the release of the Project and the continued development of the initial 

version thereof, it is possible that alternative projects could be released by third 

parties using the same open source code and protocol underlying the Project and/

or elements of its business model. The official Project may compete with these 

alternative projects, which could potentially negatively impact the Company and 

Project, including the value of the Token.

Unanticipated Risks

In addition to the risks set forth herein, there are risks that we cannot anticipate. 

Further risks may materialise as unanticipated combinations or variations of the 

discussed risks or the emergence of new risks.
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